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Physical Security Protects Sensitive Assets

Be the strong link!

M Lock away files, folders and
documents containing
sensitive information at the
end of the day or when you
temporarily leave your
workspace.

Intruder alert! Intruder alert! I Always carry your mobile
devices with you and
promptly report the loss or
theft of computer
equipment to the service
desk immediately.

If our equipment gets stolen, the consequences
extend far beyond the monetary value: sensitive
information could be lost or disclosed.

How can you prevent that from happening? Physical
security is none of your business, right?

Wrong! When you physically protect documents and
equipment used to process or store information, you
reduce the risk of unauthorized access to our
sensitive information.

Think Twice!

Help protect our assets by respecting our physical security
measures, such as electronic locks and visitor’s logs.

If you were issued an
identification or access card,
display it properly at all
times.

Courteously remind anyone
trying to follow you in that
they should obtain a
temporary card from the
reception/security desk.

If you suspect you've received a suspicious email, forward it (as an attachment) to emailsecurity@eHealthSask.ca
and delete it from your inbox. Report any security-related incidents immediately to SenviceDesk@eHealthSask.ca

We appreciate your help in protecting the Saskatchewan health network.





