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Be the strong link!
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Enterprise Security Services 

If you suspect you’ve received a suspicious email, forward it (as an attachment) to emailsecurity@eHealthSask.ca 
and delete it from your inbox.  Report any security-related incidents immediately to ServiceDesk@eHealthSask.ca 

We appreciate your help in protecting the Saskatchewan health network.
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Warning! You have been infected!

Have you ever had a computer virus? Do you know 
the harm they can cause?

Viruses and other malware can spread over our 
entire organization’s network and cause considerable 
damage, such as corrupting information and causing 
significant loss of productivity.

Your email management and Internet activities can 
prevent cybercriminals from spreading malware 
through our network, or, conversely, it could help 
them.

Think Twice!
Cybercriminals often distribute malware using email 
attachments or by hiding it in programs available for free 
on the Internet.

Only use pre-approved 
applications and only 
download from legitimate 
sources.

Promptly inform your 
technical support team if you 
notice signs of a malware 
infection, such as unusual 
computer behaviour or
unwanted pop-up windows.

Ensure that you have a 
strong and up-to-date anti-
virus software installed on 
your computer.

Be suspicious of unsolicited 
emails, links or attachments.  
Even if they appear to be 
from someone you know. If 
there is any doubt, don't 
open or click them.

Protect Your Organization From Malware

SAMPLE TECH SUPPORT SCAM TO INSTALL MALWARE




